Confidentiality Policy
Any information regarding your child or your family, given to me either verbally or in writing, will be treated as confidential.
Parents will have access to their own child’s records but not to others. All documentation relating to your child is stored in a file, which is not accessible to any other party.
I will not discuss your child with others unless I have permission from you, for example to take your baby to be weighed by the Health Visitor. I will however, divulge confidential information to Social Services and to Ofsted if I have any concerns that your child is being abused. Please see my safe guarding children Policy.
You will also find out confidential information about my family during the course of our working relationship, and I would be grateful if you too would respect my family’s confidentiality and not repeat what you may have been told to other parties.
The Data Protection Act 1998 governs the use of personal data by organisations and gives certain rights to individuals regarding the information held about them. As part of the act, organisations that use personal data are required to notify the Information Commissioner’s Office (ICO), who are responsible for regulating and enforcing the Data Protection Act.
What is Personal Data?
Personal data is information about living individuals. For childminders, this is likely to include information about a child, their parents, emergency contacts, accounts, contracts, accident/injury records, development journals, and photographs. It includes your opinions on individuals, such as children’s development progress, as well as facts such as date of birth.
Personal data only includes information in which the individual can be identified, including if they can be identified by using the data with other information you hold. For example, if you remove individual’s names and use reference numbers, but have a list of names to cross reference those numbers with stored elsewhere – this still counts as personal data.









Data Protection Principles
The act contains eight principles of good information handling, in brief these are:
1. Personal data should be processed fairly and lawfully - In practice, this means you should follow the principles of the data protection act and be clear about what data you collect and how you use it (you could explain this in your childminding policies).
2. You should only use it for the purpose for which it was obtained - This means if you collected information for one purpose, such as taking photos to record a child’s progress, you cannot use that data for another purpose e.g. advertising your business. You would need to go back to the parents and obtain permission for the new purpose.
3. The data should be adequate, relevant and not excessive for the purpose - In simple terms, this means only collect the information you need. Don’t record lots of unnecessary information “just in case” – think about why you need the information you are asking for.
4. It should be accurate and, where necessary, kept up to date - It’s important to record information accurately; it’s possible you will share information with parents and other agencies as part of your work and you’ve an obligation to make sure it is correct. Checking information with parents at regular intervals, such as when you renew contracts will help with this, and make sure that they know to inform you of any changes.
5. You must not keep data for longer than is necessary for the purpose you obtained it - How long you retain information will depend on the type of information it is, for example the HMRC recommends keeping accounts for a minimum of five years, whereas child protection records should be kept until the child reaches 24 years old. If you collect information about a child and they then don’t use your setting then you shouldn’t retain the information.
6. You must process the data in accordance with the rights of data subjects.
These are set out below.
7. You should take appropriate measures against unauthorised access to data, loss or damage - You’ll need to think about how the data is stored and decide what measures are appropriate, for paper records, you may lock them in a filing cabinet. If you have an assistant, think about what records they need to have access to, and make sure they are aware of how data should be looked after.
8. Data should not be transferred to a country outside the European Economic Area - This is unlikely to be relevant to childminders, but if you are taking data outside the EU there are extra rules. This would include, for example, emailing information to someone outside the EU.
Rights of Data Subjects
Principle 6 of the act states that:
Personal data shall be processed in accordance with the rights of data subjects under this Act.
The rights of data subjects (the person the information is about) are:
•a right of access to a copy of the information comprised in their personal data;
•a right to object to processing that is likely to cause or is causing damage or distress;
•a right to prevent processing for direct marketing;
•a right to object to decisions being taken by automated means;
•a right in certain circumstances to have inaccurate personal data rectified, blocked, erased or destroyed; and
•a right to claim compensation for damages caused by a breach of the Act.
For childminders, the right most likely to be relevant is the right to a copy of information; you may want to make a note of how parents can request information in your policies and procedures.
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